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Abstract: Exponential growth of wireless ad hoc networks and its un-reliable nature on pre-existing 

infrastructure is attracting various industries for different applications. Flying Ad hoc networks (FANETs) is a 

latest technology of ad-hoc network which has captured the attention of investors due to its unique flying nature. 

FANET consist of different nodes that can fly at high altitude like balloons, unmanned aerial vehicles (UAVs), 

and have the ability to fly without the pilot. Common applications of FANET are surveillance, agriculture, 

photography, etc., and the challenges which can open the opportunity for researchers are multipath 

propagation, severe shadowing, traffic load balancing, mobility, congestion, high error rates, and so on. Based 

on the above issues the performance degradation of the network has results. In order to handle these challenges, 

the network traffic of FANET must be distributed in such a way that it should neither disturb the commercial 

flights nor the communication among the nodes that fly at high altitudes in a network. In this paper, we discuss 

various applications and challenges for FANET in details and explore the open issues for the researchers. 
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I. Introduction 
 FANET is another variant of mobile ad-hoc network(MANET). It is similar variant of Vehicular ad-

hoc network(VANET). In vanet, the moving vehicles are considered as node whereas in fanet, flying objects are 

considered as nodes. These flying objects are known as unmanned aerial vehicles (UAVs). UAVs are able to 

build a network which is known as Flying Ad-hoc Network (FANET). UAVs are able to communicate to each 

other. Hence MANET, VANET and FANET are the different variants of Wireless Ad-hoc Network (WANET). 

So they have some similarities and some dissimilarities. 

1) Node mobility: In FANET nodes are high speed UAV’S that’s why it requires high degree of mobility. The 

speed of UAV’S may be 30 to 460 km/h 

2) Node density: Node density in FANET is very much lower than VANET and MANET. The nodes in 

FANET are at extensive distance. 

3) Topology change: The topology changes rapidly in FANET due to high mobility degree. This may lead to 

unexpected results of basic routing protocols. 

4) Radio propagation model: The MANET and VANET nodes may be on the ground or near the earth but in 

FANET, the nodes appear far away the ground and in all cases, there is line of site (LOS) between UAVs 

which requires radio propagation models to be developed. 

5) Power consumption and network lifetime: FANET communication hardware is powered by the energy 

source of the UAV. So it may not have the power consumption problems as in MANET but still it is the 

issue to create efficient design model for improved lifetime. 

6) Computational power:Every UAV has sufficient energy and area to have high computational power. The 

only restrictionin computational power is the weight of UAV. 

7) Localization: A vital issue of FANET is the localization. Due to high mobility and changing topology, it is 

important to know the location of each UAV. FANET needs highly accurate location data with less interval 

of time. For this purpose, UAV must equipped with inertial measurement unit (IMU). This can be 

summarized as in table-1 
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Table-1 Comparison among MANET, VANET and FANET 
Characteristic MANET VANET FANET 

Structure As in fig.2 As in fig.3 As in fig.4 

Node Mobility Less High Very High 

Mobility Model Irregular Regular Regularbut 

predetermined 
path 

Node density Low  High Very low 

Node location Identification Low accuracy Moderate accuracy High accuracy 

Network topology Slow Fast Fast 

LOS Less required Less required Highly required 

Power consumption High Very Low High 

Network lifetime Need energy efficient Not required Need energy 

efficient 

Computation power Limited High High 

 

 The rest of the paper is organized as follows. Section II define single-UAV and multiple-UAV and 

their differences. Section III presents the application of fanet. What are the different challenges faced by the 

fanet is discussed in section IV? Finally, in section V we present our conclusion and highlight the future scope. 

 

II. Unmanned Aerial Vehicle 
Flying ad-hoc network is network of UAV as shown in fig.1. UAVs can fly without human with 

remotely controlled and can also fly without human automatically with predefined programmed [1,2]. Because 

of this feature, UAV has gotten huge popularity in different application like search and rescue operations, 

military surveillance, disaster management, wildlife management, remote sensing and many more. 

Because of the advancement of technology, unmanned aerial vehicle (UAV) has unique features like 

adaptability, fairly tiny functioning expenditures, flexibility and simple set up [3], It has got a huge popularity in 

many areas. UAV can be utilized as single UAV and as multiple UAVs. In each single-UAV application, each 

grounded sensor device can communicate with UAV using star topology in which UAV worked as central 

device of the star topology. By the use of this topology, grounded sensor device can communicate with other 

grounded sensor devices. But with this single-UAV has some disadvantage like in peer-to-peer communication 

because of increased transmission distance and interference [4]. This problem can be solved by using high gain 

directional antenna instead omnidirectional antenna. As the application and advancement increased in electronic 

circuitry, single UAV coverts into multiple-UAVs. But single-UAV has more advantage as compare to multiple 

UAVs. Multiple-UAV has its own difficulties and the most important critical issue is communication among 

them [5]. 

 
Figure 1: Multiple-UAV with base station 

 

No doubt single-UAV has excellent utilization but multiple-UAV has its own advantage. Multiple UAV has a 

number of advantage and disadvantage like- 
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1) Economical: The maintenance and installation cost of large UAVs, is much higher than that of a small 

UAV (used in single UAV system) [6]. 

2) Scalability: The coverage area of single UAV system is small as compared to multi-UAVs, hence, 

coverage rate is low [7] while, multi-UAVs systems have the ability to adapt to a situation easily. 

3) Stability: One of the major drawbacks of single UAV system is the single point of failure i.e. if a UAV 

fails to complete its task then the task will not be completed until another UAV is sent. While in multi-

UAVs if one UAV fails then the task can be done other UAVs through different routes. 

4) Time wise efficient: It is obvious that as compare to one UAV, multiple UAVs work faster to complete a 

task [8]. 

5) Sustainability: Multi UAV systems are more sustainable than single UAV systems. 

Some challenges are also associated with Multi UAV systems which are given below: 

1) Cost of the equipment: The cost of the complex hardware used for communication with either the ground 

station or satellite station is very expensive. 

2) Reliability: The reliability of the communication is a big concern in multi-UAV system due to their high 

mobility. Very high mobility in multi-UAV system causes the communication links to make-and-break 

rapidly. Therefore, it will affect the reliability of the data. 

3) Coverage Area: Coverage area is the transmission range of a UAV (in meter unit) in which it can remain 

connected with the ground station. This can be summarized as in table-2 

 Hence multiple-UAV has the advantage of low maintenance cost, high scalability, large coverage area, 

high stability, high efficiency, more sustainability along with disadvantage as less reliability and large cost of 

hardware. So the overall performance of Multiple-UAV is high and the reliability issue can be overcome by the 

use of interconnection of multiple-UAVs which is known as ad-hoc network of UAVs. Such ad-hoc network of 

flying unmanned aerial devices is known as Flying Ad-hoc Network (FANET). 

 

Table-2 Comparison between Multiple-UAV and Single-UAV 
Characteristic Multiple-UAV Single-UAV 

Maintenance cost [6] Less High 

Scalability [7] High Less 

Coverage Area Large Small 

Stability High Low 

Efficiency [8] High Low 

Sustainability [9] More Less 

Cost of hardware Large Low 

Reliability Less High 

Information Speed High slow 

 

III. Applications Of Fanets 
 There are many applications in which we can use of UAVs to perform any operation. The different 

operation can be done with the help of Single-UAV and Multiple-UAV as per the requirement. In this section, 

we discuss the different application of FANET. 

1) Search and rescue operations- This is the most prominence area of application. UAVs are used to detect 

the human being in the affected area. First time such UAV networks were used during Hurricane Katrina in 

2005, Fukushima disaster in 2011 and Nepal earthquake in the 2015 [9]. In the Natural calamity, the system 

has employed to detect human using survivor’s mobile phone signal. 

2) Traffic monitoring- Traffic monitoring is another prominence area of application. For managing the 

traffic, a large number of human personnel are required which can be replaced by UAVs. These UAVs 

removed the complicated infrastructure. UAVs can detect stuck situation and accident area in real time to 

provide the timeless help. 

3) Urban monitoring- Urban monitoring can be performed with the help of military assistance. A multiple-

UAVs system weredeliberated to lengthen the range of observation operations by forming a chain of UAVs 

using multi-hop communication [10]. A street Monitoring scheme can be formed by using UAVs as 

discussed in [11].     

4) Environmental monitoring- There are a number of parameters which needs to be monitors under 

environmental condition like humidity, temperature, light intensity, pressure and pollution levels. These are 

monitored with the help of sensors but with the help of UAVs, these parameters can be attributed more 

accurately and analyzed where sensors cannot reach easily. In [14] describe how the UAVs are equipped 

with pollution sensors which are used to execute pollution measurements.  

5) Forest Monitoring- Forest monitoring is very difficult task for human being due to very vast area. There 

are certain factors which needs to monitor like heat and fire risk. Such factors can affect the wild life which 

cannot be monitored. In such areas, single-UAVs or multi-UAVs can be effective to handle any situation. In 
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[12], author has discussed about the monitoring and measuring of fire in forest with help of a multi-UAV 

system.  

6) Surveillance – Surveillance is the most important task of defense mechanism of any country. Human 

patrolling is difficult in some area which can be controlled by typical use of UAVs that can fly to observe a 

specific area. In surveillance, such UAVs can collect images of objects and area of interest over wide areas. 

AS in [13], a swarm of UAVs can detect not only unplanned human disturbances but also illegal border 

crossings. 

7) Agricultural management:The monitoring of plant health observed under agriculture management which 

is known as precision agriculture (PA). In precision agriculture, the techniques and methods used to 

perform agricultural study such as condition of crop, properties of soil and content of water etc. [15]. The 

authors in [16] provide areview of cooperative remote sensing for management of water and control of 

irrigation using multi-UAV technique. The authors in [17] used the optimization of flight path for multiple-

UAVs in agriculture applications. 

 

IV. Challenges In Fanet 
 As the advancement in technology increases, the new challenge will come. No doubt FANET has 

solved a lot of problem in difficult situation as we have seen in application of fanet section in this paper. As the 

applications increases, New challenges comes in implementation of different area like in software and hardware. 

As in this paper we will discuss about the different challenges related to FANET. 

 

1) Routing Protocols: Routing is the way of transmitting data from source to destination in an efficient way. 

So it is the most valuable challenge to transmit data efficiently. In literature, we have seen different routing 

protocols related to UAVs as shown in figure 2. 

 

 
Figure 2 Different types of Routing in FANET 

 

2) Mobility Model: The another challenge of UAV is the mobility of the different UAVs in a particular 

fashion so that they can communicate to each other efficiently. Mobility model shows how the different 

UAVs can move in their path and communicate to each other. It is also calculating if any UAV suddenly 

stop working then it will replace by another UAV and update in the system. 

3) Flying Regulation: The applications ofUAVs are increasing day by day in many different fields. Every 

country has their own rules and regulation for aviation but such UAVs are not allowed for aviation in public 

domain [4]. So this is the biggest challenges for controlled UAV in public domain in those countries. 

4) Quality of Service: UAVs are used in many different applications so it is most important that the 

information must pass to base station in good quality condition and timely delivered. The information can 

be video, text message, location etc. that can be used for crucial purpose. This is the crucial challenge to 

deliver the information timely and in good quality.  

5) Standardization of FANET: Since FANET is used for a number of applications in which they use 

different UAVs for communication through satellite or GSM or CDMA networks. So they have to 

communicate with different frequency bands like C-band, Ku-band etc. Hence it is standardized the 

frequency band for communication among FANET network to reduce the interference. 

6) UAV payload Capacity: FANET network is used for different applications in which they have to carry a 

number of equipments like single radar, infrared and/or thermal camera, imaging sensor etc. If UAV can 

have a number of equipments under the capacity of it, if it requires more equipments beyond its capacity 

then we have to use another UAV for completion of task. Hence it is challenge to fit all the required 

equipment within its payload. 
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7) Coordination among manned air craft and UAVS: In future, many applications will be such that UAVs 

have to send the data to manned air craft so that they can proceed further like war field and detection of 

mines etc. They can also be used as real time electronic jammers. So such coordination is the biggest 

challenge among unmanned aerial craft and manned aerial craft. 

8) Integration with a Global Information Grid: Global information grid is a surveillance network and 

computer network which is used to provide Internet capability that allows every to connect to the system 

and to get process and transmit information anytime and anywhere in the world. A FANET must connect to 

future information grids as one of the main information platforms to increase efficiency of a UAS by using 

a UAV’s communication packages, equipment suites, sensors, etc. 

9) Data Collection: Data collection is method of gathering information among different UAVs that can 

transfer collected information to the base station. It is the most important process of any application of 

UAVs. So it is considered as a challenge for UAVs. 

10) Security: Security always is a major challenge of any technology in any field. It is important to save data 

from unwanted or unauthorized persons so that they can’t misuse the transferred information for their 

personal use. Terrorists may take control of the entire network or the subset of UAVs that communicate 

with the base station by jamming or spoofing the signals. Hence intensive research is going to make safe 

communication among UAVs and base station. 

 

V. Conclusion 
 In this paper, we have discussed about different types of wireless ad-hoc network. We introduced the 

comparison among MANET, VANET and FANET. We discussed in detail about unmanned aerial vehicles, 

their types and their advantages and disadvantages. After that we explained their different application. As 

FANET is new emerging field of research, we discussed many challenges related to technology, routing 

topology, security, standardization of rules etc. In future scope, we have many more challenges and application 

field which needs to explore related FANET. 
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