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Abstract: In the modern world all the banking process, become computerized for easy access to data. 

However, computerized data needs security for monetary transactions in banking. In banking, the security of 

account data is facing problems due to hacking or forgery of signatures. Saving accounts, partnership accounts 

are frequently accessed. In this paper, image matching techniques are analyzed and their performance is 

compared. This matching technique enables the account holders to perform transactions with each other’s 

knowledge. Joint account holders have to provide their images individually at the time of the transaction. 

Images stored in the database and the ones provided are matched to approve the transaction. In case of a 

disability of any of the partners, it permits the other partners to authenticate themselves using the image of the 

deceased partner. By matching the images of all the account holders with images in the bank database, the 

transactions are approved. The transactions are denied when any one of the images mismatch. The image 

matching techniques Blob detection, Template matching, and surf extraction are implemented and their 

performance was compared. The performance of the Surf extraction technique was found to be best comparedto 

the other two techniques. 
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I. INTRODUCTION 
Image matching (IM) is ubiquitous in many real-world applications. For example, duplicate image 

detection is used to identify the relevant images for a given reference. In the context of image retrieval, similar 

images are brought together.   All the similar images are retrieved efficiently once the query image is provided. 

In the banking sector, Image Matching approaches adopt image representation and a distance metric to reduce 

both the amount of data stored per image and the time cost of the database search. More precisely, feature 

vectors (descriptors) of each image in the database are extracted and stored. During the matching, the 

descriptors of the query image are compared against their signatures in the database to determine the most 

relevant image.  

 

A) TECHNIQUES 

This research work focuses on the security process for the withdrawal of money in joint accounts. The following 

image matching techniques are implemented to approve transactions.  

 

1. Blob Detection 

Blob area procedures focus on finding regions that differentiate in various properties. Blob is a locale 

of an image, which detects areas as a separate region for matching an image in the blob. This computation is 

applied to images captured using a web camera or similar devices with one of the following acquisition 

parameters:MJPG_1280x720,  MJPG_160x120, MJPG_176x144, MJPG_320x240, MJPG_352x288, 

MJPG_640x360,  YUY2_640x360 YUY2_640x480 
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Figure 1:Blockdiagram showing the Computational steps for the blob detection technique. 

 

2. Template Matching 
Template Matching is a high-level machine vision strategy that recognizes the parts on animage that 

match a predefined design. 

a. An image (might be in the degraded form) or objects is taken as input and converted into a grayscale image. 

b. It is passed through the Gaussian filter in order to smoothen the broken edges and noise. 

c. It is passed through other pre-processing filters like dilation, noise pixel removal, thresholding, etc. 

d. All the different white regions are set apart as different objects, counted and trimmed to its base size. 

e. Finally, the object area is resized to the size of templates 

 

3. Surf Feature extraction 
S.U.R.F or Speeded Up Robust Features is used to detect objects.  SURF determines the feature 

descriptors by extracting key points from different regions of a given image and thus is very useful in finding 

similarities between images. 

a. Features / key points are likely to be found in different images of the same object. Those features should be 

scale and rotation invariant,  if possible. Corners, blobs, etc are good and most often searched on multiple 

scales.  

b. The right "orientation" of that point is found so that if the image is rotated according to that orientation, 

both images are aligned in regard to that single key point. 

c. The descriptor is computed which provides information about how the neighborhood of the keypoint looks 

like (after orientation) on the right scale.  

The integral images allow the fast computation of the box type convolution filters, the entry of the 

integral image I∑(x) at a location a=(x, y) T represents the sum of all pixels of the input image I within a: 
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Figure 2:Block diagram showing the Computational steps for Surf Feature extraction. 

 

II. RELATED WORKS 
A wide range of feature detectors and descriptors has been presented in the literature. A widely known 

and used detector is the Harris detector, which is based on the eigenvalues of the second-moment matrix, but 

Harris corners are not scaled invariant and hence, it is not applicable in our application. 

Lowe proposed the well-known technique SIFT for extracting invariant features from images that 

implies both detector and descriptor. SIFT is invariant to scale, rotation, illumination, and viewpoint changes.  

Ke and Sukthankar introduced a local image descriptor by applying Principal Components Analysis (PCA) to 

the normalized gradient patch to get more distinctive, more robust to image deformation, and more compact 

than the standard SIFT representation.     Bay et. al proposed the scale- and rotation-invariant interest point 

(SURF) detector and descriptor. The detector is based on the Hessian matrix and relies on the integral images to 

reduce the computation time and the descriptor describes a distribution of Haar-wavelet responses within the 

interest point neighborhood to introduce the descriptor of 64-D length. These feature matching techniques are 

vector-based which offer efficient individual computation but they suffer from a computational complexity as a 

number of features grow.  On the other hand, the binary descriptors are an alternative to minimize the 

computation time and to keep the descriptors robustness and efficiency.  

Calonderetal used to use binary strings as an efficient feature point descriptor and presented a BRIEF 

binary descriptor of 256 bits length. BRIEF suffers from high sensitivity to image rotation and scale changes. 

While Rosten.al proposed a feature detector (FAST) which is based on machine learning and depends on the 

segment test criterion. FAST has been improved by using machine learning to address the problem of ordering 

and distribution of corner appearance.  The improved keypoint descriptor Fast Retina Keypoint (FREAK) is 

inspired by the retina of the human visual system by computing a cascade of binary strings through the 

comparison of image intensities over a retina sampling pattern.  

 

III. PROPOSED METHODOLOGY 
In this paper, image matching techniques are analyzed and their performance is compared. We have 

considered three image matching techniques for performance comparison. 

 

A) BLOB DETECTION 

The algorithm is simply counting the number of pixels in the blob. This could easily be extended to 

actually collect the pixel locations to create a region.  It assumes that Black pixels are  “on” and white pixels are 

“off”. The computational procedure is as  follows: 

Step 1:  Load Image and create a duplicate  

copy. 

 Step 2: Determine the Base Cases 

a. If a pixel is off, return zero  

b. If a pixel is out of bounds, return     
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zero 

Step 3:  Determine the Recursive Case 

a. If a pixel is on 

b. Turn off the current pixel 

c.  Return 1 plus the sum of all 8surrounding pixels. 

 

B) TEMPLATE MATCHING 

It is a technique to analyze an image as digital image processing for finding small parts of error in the image. 

First, we select the original image. The image will be in file formats such as JPG/JPEG, PNG, etc. 

Step1: Firstly, the string is selected for the character image when it is detected.  

Step2:  The image was selected for the process when it was rescaled.  

Step3:  When the matching metric is computed after the image process is rescaled. 

Step 4: When the image is not matched, again it comes from the startup process. 

Step6:  All the index of an image is stored as a recognized character. 

 

C)  SURF 

Step 1: Input two images and extract the face portion using any face detection algorithm  

Step 2: Detect SURF feature points from the corresponding faces.  

Step 3: Compute integral image 

Step 4: Apply 2
nd

 derivative (approximate) filters to image 

Step 5: Apply Non-maximal suppression (Find local maxima in (x,y,s) space) 

Step 6: Apply Quadratic interpolation 

Step 7: Extract SURF features.   

Step 8: Compare the SURF features of two images, find the matching points and calculate the matching 

percentage.  

Step 9: If the percentage is greater than a threshold value then the matching is successful otherwise image 

mismatch. 

 

4.4 Analysis 
Table 1 

 
The performance of the chosen techniques are compared in terms of metrics Exactness, Rapidity,Rule 

Rule Invariance, Revolution Invariance, Convolution. The results are shown in Table1. 
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Figure 3 

 

 
Figure4 

 

 
Figure 5 

Execution time for the three techniques are measured and chart as in Figure3-5. 

 

IV. CONCLUSION 
In this research work, three image matching techniques Blob, SURF and Template matching are 

implemented and their performance is compared.  Secured money transactions in the banking sector need 

efficient image matching techniques to authenticate the users.  The image storage and matching methods need to 

be cost-effective and provide a fast response to users.   The performance of the three methods was compared in 
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terms of metrics Exactness, Rapidity, Rule Invariance, Revolution Invariance, and  Convolution.  From the 

results, it is evident that the SURF extraction technique is better and prominent compared to the other three 

methods. 
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